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Who We Are 
Established September 2008:  

 TITLE I 
THE STATE AND ITS GOVERNMENT 

CHAPTER 21-R 
DEPARTMENT OF INFORMATION TECHNOLOGY 

Section 21-R:2 
 

The mission of the Department of Information Technology (DoIT) is to support the 
strategic business objectives of State agencies; to create and sustain a secure and 
reliable information technology environment; and to ensure careful and responsible 
management of the State's information technology resources. 

 
Additional responsibilities as defined by:  

TITLE I 
THE STATE AND ITS GOVERNMENT 

CHAPTER 21-R 
DEPARTMENT OF INFORMATION TECHNOLOGY 

Section 21-R:4 
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How We’re Organized 
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DoIT Staff Located at Agencies 
52% of the DoIT team is working side by side with our customers (Filled positions Jan 2016) 
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What We Do 

• Led by a Commissioner who has responsibility 
for: 
- Strategic Planning 
- IT Infrastructure Operational Services and Support 
- Application Software Services and Support 
- Workforce Development and Recruitment 
- Manage the budget and cost allocation process 
- Cybersecurity Strategy and Implementation 
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Presenter
Presentation Notes
People, process, and technology
Managing and coordinating all technology resources in the executive branch of government 
Developing and implementing strategies to enhance state services
Creating statewide efficiencies through the use of information and other technologies 
Developing and implementing strategies to address cyber security risks 
Developing Standards for IT procurement
Information Risk Management                     
Security Awareness
Layered Security Strategies                          
Security Monitoring  
Incident Response Management                  
Security Standards 




How We’re Funded 

• DoIT’s operating budget is funded through 
allocated charges back to Agencies 

• Agency Direct IT Services 
- Line items budgeted at the request and for the benefit of a specific 

agency such as staff, equipment and contractors 
• Shared IT Services 

- IT services that are shared among two or more agencies such as 
help desk, web support, desktop and network services and 
operation support  

• Shared IT Operations 
- Administrative functions shared among most agencies which includes 

Office of the CIO, purchasing, contracts, human resources and IT 
security 
 

• Legislature approves a small portion of General Funds to support small agencies 
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DoIT’s Authorized Operating Budget FY 16/17 
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DoIT’s Authorized Capital Budget FY 16/17 

 
• Enterprise Projects-Cyber Security $1M 

- Statewide coordinating and planning associated with 
cyber security related efforts and interagency 
communication and cooperation. 
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DoIT’s Authorized Capital Budget FY 16/17 

• Virtual Server Infrastructure Expansion $2.03M 
- Expansion of the virtual environment to increase 

capacity while lowering the average cost of a server, 
lowering energy costs and streamlining acquisitions. 
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DoIT’s Authorized Capital Budget FY 16/17 

 
• Enterprise Collaboration Solution $650K 

- Centralized system to track and manage IT projects enabling 
DoIT to work collaboratively with other agencies to plan, 
implement, prioritize and report on IT projects. 
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National Perspective 

• Drivers for Centralization 
- Economies of scale 
- Strategic alignment  
- Cybersecurity 

• Workforce Development 
• Enterprise Data Governance 
• Cloud Services - SaaS, IaaS, PaaS 
• Procurement 
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Current Initiatives 

• Strategy and Governance 
 

• Cybersecurity 
 

• Budget Planning 
 

• Workforce Development 
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Current Projects 
• Business One Stop 
• Business & Occupational e-License Initiative 
• Data Center Consolidation & Resiliency 
• Desktop Virtualization  
• Executive Branch Wireless Network Roll Out 
• Granite Domain Consolidation 
• Network Access Control (NAC) 
• Server Virtualization 
• Upgrade Aging Infrastructure 
• VoIP (voice over IP) implementation 
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Presenter
Presentation Notes
Improving our disaster recover capabilities
Develop a business friendly online environment as a single place for businesses to interact with State Government
Implement a standard configurable platform to address our many licensing requirements
Expand the virtual server environment. Reduces resources require to deploy and maintain servers (cost effective way to retire over 300 end of life Windows servers) 
Implement a virtual environment to help reduce the impact of applications being adversely impacted by browser and Java versions
Consolidate agencies into a central Active Directory domain to allow for hardware, software and staff efficiencies and cost savings
Enhanced security by explicitly controlling access to the state network for all users and devices
Providing staff and guest wireless to executive branch agencies







Questions and Answers 
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Future Topics 

• IT Governance Practices 
- Enterprise alignment 
- Budgeting and planning  
- Project full life cycle management 

• Availability & Efficiency 
- Core Services 
- Datacenter 
- Disaster Recovery 
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Future Topics 

• Cloud Services 
• Data Governance 
• Enterprise Applications (GIS, etc…) 
• Engagement & service delivery models 
• Cybersecurity Status Update 
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